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FOREWORD

This Malaysian Standard was developed by the Working Group on Speed Monitoring Devices
for Road Vehicles established under the authority of the Road Vehicles Industry Standards
Committee.

The intent of this Malaysian Standard is to provide a framework to guide users of road
vehicles in the installation of speed monitoring devices. The speed monitoring device records
instances when the road vehicle exceeds a pre-defined speed limit. It also records instances
of tampering with the installed and calibrated device. Suitable warnings (audio and visual) will
need to be incorporated in the speed monitoring device, so that the users of road vehicle will
not inadvertently continue with actions which will result in a violation being recorded.

A speed monitoring device should be tested and calibrated against a standard speed
measuring device (as defined in this standard). It is therefore, essential, that the speed
monitoring device has a ground speed measuring capability which will not deteriorate
significantly with the normal deterioration of a motor vehicle.

Compliance with a Malaysian Standard does not of itself confer immunity from legal
obligations.
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SPECIFICATION FOR SPEED MONITORING DEVICE
FOR ROAD VEHICLES

1. Scope

This Malaysian Standard specifies minimum construction requirements, performance, test
requirements and marking of devices designed to monitor and record the road speed and
speeding and tampering violation of motor vehicles.

2. Referenced documents

The following documents contain provisions, which through reference in this text, constitute
provisions of this Malaysian Standard. For dated references, where there are subsequent
amendments to, or revisions of, any of these publications do not apply. However, parties to
agreements based on this Malaysian Standard are encouraged to investigate the possibility of
applying the most recent of editions to the referenced documents. For undated references,
the latest edition of the publication referred to applies.

Infrared Data Association : Serial Infrared Physical Layer Specification, Version 1.3, October
15, 1998.

Infrared Data Association : Serial Infrared Link Access Protocol (IrLAP), Version 1.1, June 16,
1996.

Infrared Data Association : Link Management Protocol, Version 1.1, January 23, 1996.

3. Definitions

For the purposes of this Malaysian Standard, the following shall apply.
3.1 Monitor

To keep track by means of an electronic device.

3.2 Record

The preservation of data or information by means of an electronic device.
3.3 Secured data

Data, which can be accessed by, authorised persons only.
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4, System design

4.1 The device shall consist of two separate systems (see Figure 1), namely an onboard
system and a base system; they should be of robust construction. The two systems shall be
linked together through a common data transfer method of which is in compliance with [rDA
standards and specifications (version 1.1).

4.2 An onboard system shall be located on the vehicle and shall consist of 3 modules:

4.2.1 A system information module shall be so located that the driver can access and
observe the module at anytime while driving without significant increase in risk of accident. It
shall be incorporated with a high-pitch warning buzzer, an amber pilot warning light and
driver's logging device. This system shall be controlled by the control module in 4.2.2.

4.2.2 The control module shall be a device that controls, transmits, receives and stores
data from the system information module and speed sensor module. It shall transmit and
receive data from data reader (see 4.7.1).

4.2.3 The speed sensor shall be a device that will detect and sense the speed of the
vehicle. The detection and the sensing speed of the vehicle shall be transferred from speed
sensor to the control module. The manufacturer shall specify the means by which the speed
sensor detects and senses the speed of the vehicle and transfers data from speed sensor to
the control module.

4.3 All data transfer protocol between the control module and data reader shall comply
with IrDA standards and specifications (version 1.1).

4.4 All data transfer between the control module and data reader shall be in ASCII code.

4.5 There shall be two modes of data transfer between the control module and data
reader as in 4.5.1 to 4.5.3.

4.5.1 A secured data transfer mode shall be a transfer of data in the form of encrypted
ASCII codes. The relevant law enforcement authority shall specify the code for encrypting
and deciphering the codes.

4.5.2 A public data transfer mode shall be a transfer of data in the form of simple ASCII
codes.

4.5.3 The secured data should be stored in a manner that will prevent interference from
any unauthorised person.

4.6. The functionality of the onboard system shall be as in 4.6.1 to 4.6.8.

4.6.1 When the warning condition has been reached, an audible high pitch warning buzzer
and the pilot warning light shall be activated and continue being activated as long as warning
condition is present.

4.6.2 A driver shall be able to login to the system information module by typing his or her
identification number through a login and logout device and then pressing the login key. The
login and logout device shall be a simple alphanumeric keypad. The manufacturer shall not
be limited from additional login and logout systems using alternative technology.
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4.6.3 The control module shall check the authenticity of the identification number whenever
a login and logout routine is performed.

4.6.4 When interrogated by the data reader, the control module shall follow a pre-
determined sequence of data transfer routines (see Appendix A) before downloading its
memory content or changing its internal setting or erasing all or some part of the memory.

4.6.5 When a speeding violation condition is reached, the control module shall record the
violation speed, date, time and driver's identification and store the data in the memory.

4.6.6 When a tampering condition is reached, the control module shall record and store
data on the type of tampering, date, time and driver’s identification in the memory.

4.6.7 The maximum total number of permissible speeding and tampering violations shall be
set by the relevant law enforcement authority and shall be stored in the memory of control
module.

4.6.8 The maximum total number of speeding and tampering violations stored in the control
module shall only be altered through data transfer between control module and data reader
by the relevant law enforcement authority.

4.7 The base system shall consist basically of two parts

4.7.1 A data reader, which is a device that interrogates the control module and transmits
and receives data from it. A data reader also transmits and receives data from the base
module. The manufacturer shall specify the means by which the data is transmitted and
received between data reader and base module. Data readers shall be reasonably lightweight
and capable of being hand-held for the convenience of the operator. A base system may
have multiple data readers.

4.7.2 A data reader shall be activated by use either a user identification (ID) or password.

4.7.3 A base station shall be a device that transmits and receives data from a data reader.
The base station shall process the data received from data reader and print the data in the
format as shown in Appendix B. Base station shall display the processed data. The
manufacturer shall specify the means by which the base station displays the processed data
and its format.

4.8 The functionality of the base system apart from that stated in 4.6, is as in 4.8.1 to
4.8.3.

4.8.1 The data reader shall establish the connection via IrDA standards and specifications
and automatically initiate interrogation sequence when the IrDA ports in both data reader and
control module are linked.

4.8.2 The data reader shall have a display panel adequate to ensure its proper
functioning. The manufacturer shall specify the suitable types of display panel.

4.8.3 The data reader shall have an input device adequate to ensure its proper
functioning. The manufacturer shall specify the suitable input devices.
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5. The practical tests for approval of the speed monitoring devices
5.1 The practical tests shall consist of two parts:

a) to show the accuracy of the speed measurement made by the onboard system; and
b) to check the activation of high pitch buzzer and pilot warning light when the warning

condition has been reached and the recording of speeding and tampering violation
when speeding and tampering violation conditions have been reached.

5.2 The manufacturer shall specify the means by which the speed measurement
accuracy can be tested so that it will satisfy the competent authority. The measured and
subsequently recorded speed shall be sensed to an accuracy of within -0 to +4 % of the
actual vehicle speed.

5.3 The manufacturer shall specify the means by which the activation of high pitch buzzer
and pilot warning light when the warning conditions has been reached is tested. The test
method adopted shall satisfy competent authority.

5.4 The manufacturer shall specify the means by which the recording of speeding and
tampering violation when speeding and tampering violation conditions have reached is tested.
The test method adopted shall satisfy the competent authority.

6. Tampering violation

6.1 Tampering violation occurs when any person:

a) adjusts or tampers a speed monitoring device or any cable or wire connected with or
in any other manner prevents the device from operating in the manner specified in
Clause 4;

b) breaks any seal on a speed monitoring device, except as authorised by a relevant

law enforcement authority; and/or

c) installs any interference or jamming device so as to hinder the operation of the speed
monitoring device.

6.2 Tampering violation condition shall be a condition after a tampering violation has
occurred.

6.3 The speed monitoring device shall be tested for 5 tampering violation conditions as
follows :

a) tampering code 03 : tampering of the ignition cut off relay circuit;

b) tampering code 04 : tampering of the earth connection for ignition signal to module
circuit;

c) tampering code 05 : tampering of the power supply to the module circuit resulting in

the power loss to it;
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d) tampering code 06 : tampering of the high pitch buzzer and pilot warning light circuit;
and
e) tampering code 07 : tampering of the speed sensor circuit.

6.4 The manufacturer shall specify the means to detect these tampering violation
conditions.
7. Speeding violation

71 Speeding violation occurs when the speed monitoring device has measured the
speed of the vehicle and it is above the activation speed.

7.2 The speeding violation condition shall be a condition when a speeding violation is
present.

7.3 The activation speed shall be the speed set by the law enforcement authority such
that a speeding violation occurs at any vehicle speed above this speed.

7.4 The activation speed shall be stored in the memory of the control module and shall
be set through data transfer between data reader and control module by the relevant law
enforcement authority.

7.5 The manufacturer shall specify the means to test any tampering violation.

8. Warning
8.1 Warning condition shall occur when:
a) the total number of active speeding and tampering violations exceed the permissible

total number of speeding and tampering violations; or

b) the speed monitoring device has measured the vehicle speed and this speed
exceeds the warning speed.

8.2 The total number of speeding and tampering violations that result in a warning shall
be set by the relevant law enforcement authority and stored in memory of control module.

8.3 The total number of speeding and tampering violations that result in a warning shall
be set through data transfer between data reader and control module by the relevant law
enforcement authority.

8.4 An active speeding or active tampering violation shall be a violation that has not
being ticketed (see Clause 9).

8.5 The warning speed shall be set by the relevant law enforcement authority and stored
in memory of the control module.

8.6 The warning speed stored in the memory of control module shall be set through data
transfer between data reader and control module by the relevant law enforcement authority.
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9. Ticketing

9.1 Ticketing shall be an action by the law enforcement authority to note an active
violation and render it inactive.

9.2 The ticketing action shall be performed through a data reader (see Appendix A).

10. Marking

Each device shall be clearly and indelibly marked with the following:

a) the number of this Malaysian Standard;
b) the name, trademark or other means of identification of the manufacturer; and
c) the model or type number.
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Appendix A
(normative)

The flow chart of sequence control module and data reader

When the connection between control module and data reader has been established through
their respective IrDA ports of which comply with IrDA standards and specifications, control
module and data reader shall automatically begin data transfer using the sequence shown in
the flow chart below.

Control module sends
request for data transfer 1 E—

mode

Data reader sends mode 1 or
mode 2 and user ID

i

Not

Control module
checks user ID

Valid

Valid

Public or secure
data transfer?

Public data transfer

Control module
downloading public
report (see appendix

B1) to data reader. Secure data transfer

v

Continue to the next page
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Control module sends request for

downloading of secure report or altering
the internal setting or ticketing / erase

violation

Secure data

}

the request

Data reader reply with one of

Request?

Control module
downloading a secure
report (see appendix

B3) to data reader

l Ticketing/erase

transfer mode

Altering the internal setting

Control module sends a list of
recorded violation to data

reader

Control module sends a list of
internal setting value to data

reader

violation to be ticketed or
erased

Data reader replies with a list of

Data reader replies with a new
list of internal setting values to

control module

Figure A1. Flow chart of connection between control module and data reader
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Appendix B

(normative)

Printing the public report

B1. Contents of public report

B1.1  The public report shall be a simple text file that includes:

a) the model number or serial number of the speed-monitoring device;

b) the vehicle plate number;

c) the total number of violations that corresponding to a logged driver's identification;

d) the date and time of the report; and

e) a list of violation together with date, time, driver's identification, type of violation and

violation code or speed.

B1.2 The manufacture shall specify the printing and display format of the public report.

B2. Secure report

B2.1  The secure report shall be a simple text file that consists of two reports:
a) vehicle ticket report; and

b) vehicle violation report

B2.1.1 The vehicle ticket report shall include:

a) serial or the model number of the speed monitoring device;
b) the speed-monitoring device manufacturer trademark;

c) vehicle plate number; and

d) a list of recorded violations that shall include:

i) ticket number (summons number);
i) type or the description of violation;

iii) the ticket-issuing officer's identification number;

10



B2.1.2
report.

B2.1.3

B2.1.4
report.

MS 1538 : 2002

iv) code of violation or maximum speed at a speed violation; and
v) date and time of violation occurred.

The manufacture shall specify the printing and display format of the vehicle ticket

The vehicle violation report shall include:

date and time of the report printed;

serial or the model number of the speed monitoring device;
the speed-monitoring device manufacturer trademark;
vehicle plate number; and

a list of recorded violations that shall include:

i) type or the description of violation;

i) a statement whether or not a violation has been ticketed;
iii) code of violation or maximum speed at a speed violation;
iv) date and time of violation occurred; and

v) driver’s identification.

The manufacture shall specify the printing and display format of the vehicle volation

11
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